
 
 
 
 
March 17, 2003 
 
 
Docket Management System 
U.S. Department of Transportation 
Room Plaza 401 
400 Seventh Street, SW 
Washington, DC  20590-0001 
 
Re: Docket Number  FAA-2002-14081 
 NPRM No. 03-02 
 RIN 2120-AH67 
 
 
In response to the proposed rule pertaining to continuous operation of transponders, Comair, Inc., submits the following comments. 
 
Comair, Inc., respectfully request that the proposed rule be withdrawn from consideration, however should our request be denied we submit the following, as we do have issues/concerns with the system requirements and implementation timeframe. 
 
Technical 
 
1. Should mode C altitude reporting be required by this rule, would the air data computer or altimeter, (which are sources of the altitude info) circuit breakers need to be remote mounted in order to protect against being disabled after hijack code actuation. 
2. Should a 3rd transponder be chosen as a method of compliance does the “emergency” transponder need to be S capable?   Note: Current regulations require all part 121 transponder systems be S mode capable. 
3. The compliance timeframe is aggressive but we feel it is unrealistic. The manufacturer of the transponders in our aircraft type (Collins) would need more time that the suggested six months beyond the final rule date to change software and hardware requirements and release service bulletins. The TDR-94D transponder unit used in Comair’s Regional Jet fleet currently has no available input/output connection pins left on the unit connector. This makes the unit more difficult to modify and may take additional engineering and time to make service bulletins available. 
4. Some higher technology aircraft may require more than just a modification to the transponder units. This due to the integrated systems on these aircraft. Other units on the aircraft (I.E. control units, IAPS cards, etc…) may require redesign and/or modifications by the unit manufacturer. 
5. Aircraft manufacturers will not be able to write service bulletins against the transponder until the manufacturers have identified, designed, and proofed the unit software and hardware functionality. This will add time and make the six month design timeframe even more unrealistic. 
6. Proposed installation is to occur during extended downtime events such as EGPWS installation or C checks, which typically occur every twelve months. Over half of Comair’s EGPWS systems have been completed and our aircraft are presently on 18 to 24 month heavy maintenance intervals. These circumstances would prevent us from easily scheduling downtime for the necessary modifications.  
 
 
 
 
 
 
Operational 
 
1. Should the “7500” code be entered in the normal way (i.e. dialed into the transponder through the RTU) that this will not lock out normal operation of the transponder. Should the crew inadvertently stop on 7500 when dialing in a new code, the transponder is still functioning afterward. 
 
 
 
Given the financial conditional of the airline industry COMAIR feels strongly that the bulk of the cost of  the proposed modifications be borne by the federal government. This modification is in theory no different than the installation of intrusion resistant cockpit doors. Requiring these modification at the expense of the air carriers could quite possibly threaten the existence of  many carriers in the industry.  
 
 
Sincerely, 
 
 
 
 
Ed Hollkamp Jr. 
Manager of Security 
 



Comair, Inc. 


